Bio-Security

· National Science Advisory Board for Bio-security
· Established to give advice to institutions and federal agencies to secure bio information so that it’s not misused,

· Provide guidelines for research that may require special surveillance
· Codes of conducts

· Educational information about effective bio-security
· Fostering international collaboration

· Up to 25 professional members (education in biology (diff. kinds), disease, safety, health, law enforcement, etc.) and nonvoting ex officio members from 15 federal agencies/departments

· Advisory board against “dual use research” – both for good and for harm, research that has the potential for misuse

· Goal to have minimal impact on scientific inquiry, yet minimize likelihood of misuse
· Dr. Kasper, of NSABB, stressed that dual use research doesn’t mean don’t perform it/communicate results. Just be aware. 
· There is a need to incorporate the international communities. One way might be to express the linkage between “dual use” (USA hot topic) to public health issues (high priority in Europe and Asia)

· NSABB has an international working group to attempt to foster collaboration and oversight mechanisms for dual use research. Countries have responded with an understanding of dual usage (awareness) and interest in working with NSABB

· The public must trust the researchers of life science. Communication will reinforce confidence that proper safety measures are being taken. 

· Illusory safety if access is just limited, we can’t control the foreign markets so just limiting ours isn’t actually making us safer.
· We, the US, can’t control other biotechnologies in different countries

· Are biological technologies inherently “dual-use”? Is there a way to pick and choose and avoid the dangerous ones without loosing potentially valuable research?
· Rigid structure for a flexible threat seems not as powerful as it could be. “Dynamic response capability” is best
· Some fear lots of regulation with reduce the amount of general knowledge and keep people from understanding what is being done in the field of biological engineering, both good and bad. 
· Active, not passive. Aware (as much as possible) of threats and precautions for such harmful events.
· Self checks and awareness about neighbors’ work in order to be helpful, without the feeling of eavesdropping. 

· Don’t want to stifle innovation, what about the stuff that might be for bio-defense. 

· Standardization/Levels of understanding (DNA, Parts, Devices, and Systems) may be a good thing, but at the same time, then there’s less knowledge necessary for people who are working with terror in mind. 
· Compare biological supplies like oligonucleotides to fissionable material in the nuclear science field where there’s tight regulation and close tracking. But can we track closely, or as closely as fissionable material, when replication/extermination is happening all the time?
· Knight: “…but I would like to think that the advantages that come with the power outweigh the dangers.” On power to accelerate the speed of biology
· Should self replication be banned to fend off systems running rampant? Would it take away the power of synthetic biology? 
· If there is an infection, identification of agent and monitoring of patient is essential. 

· Necessity for up-to-date training in research laboratories because knowledge and agents used is expanding so greatly. People working in legitimate facilities need to be aware of the new precautions and procedures. 
· Encouraging other nations to instill bio-security guidelines will help protect our country.

http://www.biosecurityboard.gov/
http://www.eetimes.com/news/latest/showArticle.jhtml;jsessionid=K5V4CHOQJ5TFGQSNDLRSKHSCJUNN2JVN?articleID=22102744&_requestid=116939
http://www.eetonline.com/news/latest/showArticle.jhtml;jsessionid=LXDACSA422HQSQSNDLPCKHSCJUNN2JVN?articleID=21800320&_requestid=102653
http://www.upmc-biosecurity.org/website/resources/publications/2007_orig-articles/2007-07-03-billionsforbiodefense.html

http://www.biosecurity.sandia.gov/main.html?subpages/labBandB.html
